Privacy policy

This Privacy Policy applies to the website www.ultraconsulting.info. By filling in the contact form,
you consent to the processing of your personal data in accordance with this Privacy Policy and in
accordance with the Personal Data Protection Act and GDPR.

1. Definitions:

a) Data Administrator - means Roman Rabantek running a business under the name ROMAN
RABANTEK ULTRA CONSULTING at ul. Kiersnowskiego 17/13, 03-161 Warsaw, NIP 536-104-13-94,
REGON 140768936;

b) Website - a website with subpages

c) User - means a person who fills in a form with contact details via the website in order to make
contact

d) GDPR - Regulation of the European Parliament and of the Council 2016/679 of 27 April 2016 on
the protection of individuals with regard to the processing of personal data and on the free
movement of such data, and repealing Directive 95/46 / EC (general regulation on data protection)
e) Act - the Act of May 10, 2018 on the protection of personal data (Journal of Laws of 2018, item
1000)

2. Personal data will be processed by the Data Administrator only on the basis of an authorization
to process data or only in connection with the execution of orders, the provision of services by the
Data Administrator.

3. The scope of personal data processed by the Data Administrator includes: name and surname, e-
mail address, telephone number, home address and IP number. The need to collect personal data
and their scope results directly from the nature of the business and allows you to use the Website.

4. The condition for using the services offered by the Website is providing personal data. Failure to
provide this data will make it impossible to contact us.

5. Data filing systems may be kept in electronic or paper form.

6. Anyone who provides the Data Administrator with their personal data has the right to:
a) access to your data;

b) objection;

c) correcting personal data;

d) being forgotten;

e) processing restrictions;

f) data portability.

7. The User may exercise his rights by contacting the Data Administrator via the following e-mail
address: roman@ultraconsulting.info

8. The Data Administrator may refuse to delete personal data if the User has breached applicable
law, and the retention of personal data is necessary to clarify these circumstances and determine
the Client's liability by the judicial authorities. The Data Administrator may refuse to delete personal
data also in the event of the need to pursue legitimate claims against the Customer.

9. Personal data is stored by the Data Administrator for the time resulting from the services
provided or the sale of goods, and after their completion until the expiry of any claims.



10. The Data Administrator protects the personal data provided to him. Data is made available to
third parties only on the basis of personal data entrustment agreements and only in connection
with the need to ensure the possibility of using the website and the services of the data controller.
Entities to whom the data is entrusted are:

a) hosting provider;

b) payment operator

c) a company providing accounting services.

11. The Data Administrator uses personal data for marketing purposes only if the Customer
expressly consented.

12. The Data Administrator takes care of the security of the processed personal data by ensuring
adequate technical and organizational measures, including uses an encrypted SSL connection, and
only authorized persons are allowed to process data.

13. The Data Administrator does not profile users on the basis of the provided data. Data collected
by means of Google Analytics and Facebook are anonymous and used only for statistical purposes.

14. Each User has the right to lodge a complaint with the Personal Data Protection Office, ul. Stawki
2, 00-193 Warsaw, Poland.

15. The Data Administrator uses cookie mechanisms which, when Users use the Website, are saved
by the server on the hard drive of the User's end device.

16. The use of cookies is aimed at the correct operation of the Website on Users end devices. This
mechanism does not damage the end device of the Users and does not change the configuration
of the end devices of the Users or the software installed on these devices. Cookies are not intended
to identify Users.

17. The Data Administrator uses cookie mechanisms to save information about Users end devices,
to save the settings and data used in the forms related to the use of the website and for statistical
purposes.

18. Each User may disable the cookie mechanism in the web browser of his end device. However,
disabling the cookie mechanism may make it difficult or impossible to use the Website.



